System Software Reliability

This training course is tailored for reliability engineers, systems engineers, quality assurance engineers, and software engineers and testers. Featuring hands-on software reliability measurement, analyses and design, it is intended for those individuals responsible for measuring, analyzing, designing, automating, implementing or ensuring software reliability for either commercial or government programs. Practical approaches are stressed with many examples included. It is not necessary to have a software background or a reliability background to attend the course, however, either or both are helpful. Handouts include a training course manual and a copy of Ann Marie Neufelder’s “Ensuring Software Reliability.”

Course Instructor

Ann Marie (Leone) Neufelder is the President of SoftRel, a software reliability research, development and testing organization. For more than a decade Ann Marie has been measuring and improving software reliability on a variety of systems in defense and commercial industries. She co-authored two industry standards on software reliability and has published “Ensuring Software Reliability” with Marcel Dekker Inc. Her experience is in the practical hands on application of software reliability measurement and her course reflects this. Ann Marie is a 1983 graduate of Georgia Tech.
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